
Train employees on security principles1

Protect information, computers, and networks from cyber attacks2

Provide firewall security for your Internet connection3

Create a mobile device action plan4

Make backup copies of important business data information5

Control physical access to your computers and create user accounts for each employee6

Secure your Wi-Fi networks7

Employ best practices on payment cards8

Limit employee access to data and information9

Passwords and authentication10

10 Security Tips for Small Businesses

LEARN MORE AT fcc.gov/cyberforsmallbiz
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